Cexkuis 3. TudopmartiiiHi cucTeMu Ta TEXHOJIOTIT

YK 004.7
Kepeouyoe /1.B., 3000y6au,
Kyxap A.A., 3000y6au,
Cepciitko B.M., 3000yeau,
Pyorwx b.M., acucmenm
Heporcasnuii ynieepcumem «Kumomupcoka nonimexuixay

POJIb FIREWALL B CYYACHUX MEPEXKAX

Firewall (mi>kmepexeBuil ekpaH) Bij oyaTKiB [HTEpHETY € KIIOYOBUM
IHCTpyMEHTOM KiOepOe3neku, ¢opMmytoun Oap’ep MK BHYTPILIHBOO
JIOBIDEHOI0 MEpeXel Ta 30BHILIHIMU 3arpo3amMu. BiH KOHTpoiroe Ta
¢unpTpye Tpadik BiAMOBIIHO 0 BU3HAUCHUX MIPABUII OE3MEKH, JO3BOJISIOUYH
MPOXOAUTH JIMIIE JCTITAMHUM JaHuM. ChOTOIHI MIKMEPEKEBUI EKpaH
3aJIMIIAETHCS MEPIIOIO0 JTiHI€I0 00OPOHH MPOTH KidepaTak sIK y TpaauIiiHIX,
Tak 1 B Cy4YacHHX MepekaxX, 3axHUINaloYd BHYTPIIIHI CHCTEMH Bif
HECaHKI[IOHOBAaHOTO JIOCTYIY 330BHI. Taka chcTeMa 3axHCTy € IJI00albHO
BU3HAHOIO 1 3aCTOCOBYEThCS BCIOJM — BiJ] MEPCOHATBHUX MEPEX M0
KOPHOPATHBHUX IIEHTPIB 00poOKM naHuX i myOmiuHux Mepex Wi-Fi.

OyHKIIIOHATEHO MIKMEPESKEBUI eKpaH BHKOHYe (QimpTparito Ta
MOHITOpDUHI ~ MepexxeBoro  Tpadiky, Omokyrounm HebOesmeuHi  abo
HETPUITYCTHMI 3’€IHAHHS 1 MPOMYCKAOYH JIMIIE A03BOJICHI MAaKeTH JaHUX.
BiH Moxke Oyt pearizoBaHHi SIK anapaTHUN MPHUCTPIil HA MEXi Mepexi abo
SIK IPOTPaMHE 3a0e3MeUeHHsI Ha CepBEPl YU KiHIIEBOMY MPHUCTPOI. 3aIeKHO
BiJl Cepe/IOBUIIAa BUKOPUCTAHHS PO3PI3HIIOTH MEPEIKEBI Ta XOCTOBI EKpaHH.
Iepiri mpaIfoTh HAa BUAUICHOMY 00JIaHAHHI Ta 3aXHUIAIOTH I[iJTi CETMEHTH
Mepexi, ToMI K APYri BCTAHOBIIIOIOTHCS OE3MOCepesIHbO Ha KOMIT I0Tepax
abo cepBepax, y TOMY YHCIi XMapHUX 1 KOHTPOIIOIOTH Tpadik OKPEeMOTro
By3JIa

CyvacHui T700anbHIA KOHTEKCT MEpeXeBoi Oe3NeKu CTaBHTh Iepen
MDKMEPE)XHIMH €KpaHaMH HOBI 3aBiaHHs. [lompm mosBYy 10JaTKOBHX
3ac00iB Oe3MeKH, MKMEPEXHi eKpaHH MPOI0BKYIOTh €BOIIIOI[IOHYBATH, 1100
BIJINOBIIaTH 3arpo3aM i yMOBaM ChOTO/ICHHSI.

MacoBuii nepexia Ha XMapHi CepBiCH 3MiHHUB 3BUYHY MOJIENb OE3MEKH Ta
mo0yT0BH KOPIIOPATUBHUX Mepek. KpUTHYHO BaXKIIMBI 3aCTOCYHKH Ta JIaHi
Termep po3MilleHi y MyOmigyHMX XMapax, a KOMIIaHii BHUKOPHUCTOBYIOTH
MYJIBTUMOJIETBHI CepeoBHUINa. Y pe3yibTaTi Tpadik Bce MEHIIE MPOXOAUTh
4yepe3 OAHY TOYKY KOHTPOJIO, i MOTpeOyeThCs 3aXUCT 0Jpa3y B KIIBKOX
nepumeTpax. CydacHi MiKMepeKeBi eKpaHH BIANOBIIAIOTh Ha IIeH BHKIIMK
LIULIXOM BipTyaltizalii: 3’ IBUIIMCS XMapHI MDDKMEpeXeBi eKpaHH, sIKi MOXKHa
po3ropTaTé B XMapHiil iHQpacTpyKTypi, a Takox koHnemnuis Firewall-as-a-
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Service, 10 [03BOJISIE IICHTPATI30BAHO KEPYBATH IMOJITHKAMH OE3NEKH Y
XMapHOMY CEepeIOBHIIL.

3pocranns kimpkocti loT-ipucTpoiB Gopmye HOBUI PpoHT Kibeparak.
i mpucTpoi, gacTo 31 c1aOKUM 3aXHCTOM, TeHEPYIOTh BEIHKI 00CATH JaHUX
1 TpamiolOTh Yy PpEeXKHAMiI IOCTIHHOTO 3B'I3KY, MiABHIYIOYH PH3HUK
xomnpomeraii. ToMy MepeKeBi eKpaHM KPUTHMHO HEOOXifHI Ui IXHBOT
6esnexn. CydacHi eKpaHu MaloTh OYTH MPOAKTHBHUMU. IXHe BUKOPUCTaHHS
Pa3oM i3 CerMeHTali€I0 MEpeXi J03BOJISE 130/II0BaTH HeOe3neuHui Tpadik
Ta MIHIMi3yBaTH BIUIMB MOTCHIIITHUX aTak.

Iepexin no Binmanenoi podotu ta koHienmii BYOD (Bring Your Own
Device) mpu3BiB 70 TOro, 1o 0araTo CHiBpOOITHHKIB 1 MPUCTPOIB Temep
3HAXOJAITHCSl 1032 MeXaMH KopropaTtuBHOI Mmepexi. lle kupmae BHKIMK
TPAmUIIfHAM TiIXogaM Oe3MeKH, a/pKe TMOTPIOHO 3aXWIMATH TOCTYIl 10
BHYTPIIIHIX pecypciB i3 30BHIMHIX Mepek. HOBITHI pillleHHS Jal0Th 3MOTY
pO3IIMPHUTH TepuMeTp Oe3mekd Ha OyIb-sfiKke Micle po3TallyBaHHSI
KopucTyBada. 30kpema, Mozenb Firewall-as-a-Service mo3Boisie OXOMHUTH
BCIX aBTOPH30BAaHMX KOPHUCTYBaudiB HE3AJI)KHO BiJ IXHBOTO MicCIls
nepeOyBaHHs, 4acTo y noeaHanHi 3 VPN, TuM camMuM 3a6e3medyrodu 3aXuct
BigmageHux o(iciB 1 mpaniBHUKIB. Takuil MigXiJ MIATPUMYE KOHICIIIIO
HYJIbOBOI JOBIpH, KOJM KOXKHE 3’ €HAHHS MEPEBIPAETHCS, a MIKMEPEKEBUI
€KpaH BHUKOHYE POJIb LEHTPAIBHOTO IYyHKTY KOHTPOIIIO IOJITUK JOCTYITY
HAaBITh 1M03a MexaMu (Gi3naHO1 0(iCHOT MEepexKi.

HesBakaroun Ha mBHIKY eBomolito I T-iHppacTpykTypH, Mixkmepexesi
eKpaHH NPOJOBXKYE BiAirpaBaTH HPOBIJHY POJb Y 3aXHCTi MEPCOHANBHUX,
KOPIIOPAaTHBHUAX 1 MyONIYHMX Mepex. BomHowac, cydacHi MiXMEpEKHI
eKpaHH 3HAYHO PO3LIMPHIM CBOI MOXJIMBOCTI: BOHH MO€IHYIOTH (yHKIIT
rMOOKO1 1HCTIEKINi TAaKeTiB, BUSBJICHHS BTOPTHEHb, BeO-(imbTpamii Ta
IHIIUX CepBiciB, a0W MPOTUAIATH IIEPEIOBUM 3aTPO3aM.

Omxe, MiDKMepeKeBi eKpaHH MPOJOBXKYIOTh OYTH KITFOYOBHM €JIEMEHTOM
KiOepOe3nekH, aJanTyrouuch 10 TMIOOAIBHUX BHUKIHMKIB 1 3aJIMIIAI0YUCH
e(eKTUBHUM THCTPYMEHTOM 3aXHCTY Uil MEPEXK KOPHUCTYBAuiB y CydacHY
eroxy.
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