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HONEYPOT-IIJIAT®OPMA JJIs1 BUSIBJIEHHS ATAK

AxTtyanpHicTb. HONEypot-cucremu - e «npuMaHkKu» B KibepOesrmerti,
o0 IMITYIOTh BaXXJIHMBI PECypcH - cepBepH a0 CEpBiCH 3 BiAKPUTHMHU
BPA3IMBOCTSMH 3 METOIO NMPHUBAOUTH 3JI0BMHUCHUKIB. BOHM 13071p0BaHi Bif
MIPOJYKTUBHOI Mepexi 1 MOCTIHHO MOHITOPSTHCS, B pe3ynbTaTi Bce, IO
poOuTh atakyrouunil (ikCyeThCs Ta aHai3yeThcs. OCHOBHA METa - BiZIBOIKTH
aTakKy BiJl pealbHUX KPUTHYHHUX CUCTEM 1 BU3HAYUTH METOHN Ta IHCTPYMEHTH
3noBMHCHUKIB [1]. Butarum 3 axtuBHocti B Honeypot momomararoth
OTpHUMaTH LiHHY PO3BiAyBaJIbHY iH(OPMAIIIO PO TEXHIKU 3JIOBMUCHHUKIB Ta
OHOBHTH CHTHAaTYpH 3axHCTy, BHUIIPaBUTH BUSBICHHI BPa3IHBOCTI,
OIHOYACHO 3MCHIIYIOYM KUTBKICTh XHOHHX CIpalioBaHb Yy CHCTEMax
BusiBieHHs. CydacHI [OCHIJPKEHHS IIATBEPKYIOTh, IO 3aCTOCYBaHHS
honeypot-niaxoxiB fae 3MOTy CBOEYAaCHO BHSBIATH peajibHI 3arpo3d Ta
MTOKpAIyBaTH 3aXHCT iHpopMariitHux pecypceis [5; 7].
Mera i 3aBaaHHsa [gociaiKeHHs. MeTolo poOoTH € po3podka
komiuiekcHOi Honeypot-cuctemu Ha 6a3i Ruby on Rails qis peectpariii ta
aHaJi3y MEpEeKEeBUX aTaK. 3aBJaHHs BKIIIOYAIOTh:
e pO3poOKy apxiTeKTypu 1 peamizamito BeO-iHTepdeiicy s
HaJIAIITYBaHHS MACTOK Ta MEePerJsiy JIOTIB;

e 3amyck BiamoBimuux ciayx6 (HTTP, SSH, FTP) mnst B3aemomii 3
HamajHukamu [4; 6];

e 3a0e3IedeHHs 3pyYHOr0 aaMiHICTpYBaHHS Ha OCHOBI (pperMBOpPKY
Avo [3];

e  Oprasizauilo ynpasJiHHS XHTTEBUM IIMKIJIOM MACTOK 3a JOTIOMOT OO
6idmiorexku Actor [4];

®  TPOBEJIEHHS EKCIIEPUMEHTIB 3 PEaIbHIMHU aTaKaMd Ta OTPHUMaHHS

eMITIPUYHUX Pe3yJIbTaTiB (THUIH aTak i MOBEAIHKN 3JIOBMUCHUKIB).

ApxiTtexkTypa cucremu. Cucrema nmodynoBana Ha OCHOBI GpeHMBOPKY
Ruby on Rails, mo 3a6e3neuye cranmaptHi MVC-miaxomu i HIBUAKY
po3pobky BeO-monarkiB [2]. Rails Hamae roToBi CTpyKTypu misi poboTH 3
6a3010 maHWX, BeO-cepBicaMu il CTOpIHKaMH, a TaKOX MIATPUMYE 3pYUHI
MEXaHi3MU Mirpamiii i reHeparii OCHOBHHX MOJENCH/KOHTPOJIEPIB JUIs
LIBHKOTO 3aITyCKy NPOEKTY. 3arajibHa apXiTeKTypa BKITIOYaE:

e Be0-monyns (HTTP) - nexinbka Rails-koHTponepiB i MapuipyTis,

mo o6pobmsators Bei BximHi HTTP-3ammtu (o QixTHBHHX
cropinok/inTepdeiiciB). Koxxen 3amut (URL, 3aromoBku, Tijio)
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¢ikcyeTscs y BimmoBimHuX Jor-hafimax B 0a3i maHUX UIA
MTOTAVTBIIIOTO aHAI3Y.

Honeypot ciyx6u (SSH, FTP) - cucrema 3amyckae okpemi (oHOBI
cepsicy, sKi iMiTyr0Th peanbHi SSH- ta FTP-cepBepn 3 GpixTuBHIMEU
OOJIKOBMMH 3alUCaMd. YCi CHpoOM TMiIKIIOUEHHS, BBEICHHSI
[apoJisi, BAKOHAHHS KOMaH]] TOIIO PETEIBbHO 3alHCYIOThCS.

Basza manux i Mojeni - y CXOBHIII 30epiraeTbes iH(GOpMAIls mpo
noxii (HTTP-3amuru, SSH/FTP-cecii), HanamryBaHHsS MacTok i
MeraznaHi. Rails-Mozeni mpencTaBisiioTh KOPUCTYBayiB, MACTKH 1
JIOTH.

MeHeKMEHT NPOLECiB - A KEPYBaHHS 3allyCKOM Ta 3YHHHKOIO
MMAaCTOK BHKOpHCTaHO 0i0mioTeky Ruby-rem actor, mo m03BoJIsE
ONHCYBAaTH CEpBICH SK TOeTamHi 00’€KTH (service objects) 3
MOXUIMBICTIO 00poOKku mommiok. Lle cmopormrye mocmizoBHE
BHKOHAHHS il (3aIyCK IEMOHA, HAJAIITYBaHHA ) 1 iX BiIKaT y pasi
TOMUJIOK [4].

AnminictpatuBHHA iHTepdeiic (Avo) - moBepx Rails peamizoBano
3py4Hy NaHeNb KepyBaHHs 3 BUKOPHCTaHHSAM (hpedMBOpKY Avo.
AvVo [103BOJISIE JIEKJIApaTHMBHO ONMCATH pecypcu (Monenmi) i
aBTomaTnyHo reHepye CRUD-intepdeiic i3 3pyunum UX. lle
CYTTEBO CKOPOYYE Yac pO3pOOKH MaHel aJMiHICTpyBaHHS: AVO
no3uiioHye cede sk «hpedMBOpK anminicTpyBaHHs uis Rails, skuit
€KOHOMHTH KOMaHaM MICsIl po3poOkm» [3].

ExcnepumenTabHi pe3yasTaTu. [licis po3ropranHs Ha cepBepi Oynu
MpoBeleHI TecToBi arakum Ta 30ip peampHOro Tpadiky. OcHOBHI
CIIOCTEPEIKECHHS:

HTTP: 3adikcoBaHO dHCIEHHI CKaHYBaHHA BeO-OJATKIB
(mepesipka nurixiB /admin, /login, /phpinfo Tomo), a TakoX aTaku
Ha Qopmu (SQL-iH’ekis y momsx soriHa, XSS-xirodi).

SSH: nowminyrote brute-force-ataku - aBTOMaTH3oBaHi OOTHETH
migOupanu  komOiHamii  mast  imeHTudikamii 32 3pa3kaMu
root:password, admin:admin Tomio. Y BAajgux BUIAAKaX CHCTEMH
BIJIC/TIIKOBYBAJIA 3allyCK CICHApil0 Ta mepeaady IIKiJTHBUX
6iHapHUX (aiimiB (1HKOJHM PI3HUX apXiTEKTYp).

FTP: ananoriuni maGmoHu - Oarato mifOOpiB JIOTiHIB/IAPOJIIB,
CrpoOM 3aBaHTaKEHHS CLEHApIiB, IO € KIACHYHOIO MOBEAIHKOIO
00TiB i3 BUKOPUCTAHHSAM CTaHJIAPTHHUX CJIOBHUKIB.

BucnoBkn. OtpumaHi pe3yibTaTH JEMOHCTPYIOTh, IO CHCTEMaA
YCIIIIHO BHKOHYE pOJIb «IIaCTKM» I 3JIOBMUCHHUKIB. 3i0pani naHi
JI03BOJISIFOTH JIETAJIbHO aHaJli3yBaTH TaKTUKW aTakK 1 KOPUI'YBaTH 3axucT. B
ninomy, Honeypot-miaxix noBiB BHCOKY €(EKTHBHICTB, IO OOYMOBJICHO
TreHepyBaHHIM MaJjoi KUIBKOCTI XMOHUX cIipamtoBank. IlepenbadaeTses, mo
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JIETITUMHI KOPUCTYBadi HaBPsA UYMW HABMHCHO MOTPAIUISIOTH Y MACTKY (HA
BimmiHy Bim IDS, sxa iHomi Moke naBath XWOHI CIPAallbOBYBAaHHS -
CHTHAI3YBaTH Mpo HeOe3MeKy i y BUIaaKax HOpMalkoro Tpadiky). Takum
YHHOM, IIpe3eHTOBaHa Honeypot-cucTemMa minTBepamia NpakTHYHY KOPUCTh
3acrocyBaHHs Ruby on Rails y cdepi xibepdesmekn. [Toganpmmii po3BUTOK
MOKE BKJIIOYATH JMOJABAHHS ILITYYHOTO IHTENEKTY IJIsI aBTOMAaTHYHOTO
aHamizy 3i0paHMX aTak, PO3IIMPEHHS MEepeNiKy MAacTOK Ha IHIII CIyXOH
(Telnet, loT-npuctpoi Touro) ta interparito 3 SIEM-aHanizatopamu 3arpos.
Taki KpOoKM J03BOJISITH NEPETBOPUTH aTaKy Ha LIHHY PO3BIAKY 1 3poOJIsTH
3aXHCT OUIBII MPOAKTHBHUM.
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