Cexkuis 3. TudopmartiiiHi cucTeMu Ta TEXHOJIOTIT
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MNPOEKTYBAHHSA HONEYPOT-IIIICUCTEMMU JJIA 3AXUCTY
IIYBJIYHUX ITOPTIB KOPIIOPATUBHUX MEPEX

CyyacHi TeHAeHIII pPO3BUTKY LUPPOBHX Mepex B  YKpaiHi
nepen0avyaTh  CYTTEBE  IIOCHWJICHHS  3aXHCTy  HyOJIUYHMX  TOPTIB
KopnopatuBHUX Mepex. Konnenuiss Honeypot BHKOpPHCTOBYETBCS ISt
CTBOPEHHSI OMAaHJIMBUX CEpPBICIB, B SKHUX KJIIOYOBa pOJb BiJBOJUTHCS
NPOAKTUBHOMY MOHITOPUHTY Ta OJIOKyBaHHIO 3arpo3. Came mpoeKTHa
peamizaniss Honeypot 3 inTerpamieto B8 MS Active Directory € BaxxiamBuM
YHMHHUKOM ITiIBUIICHHS O€3MeKH, OCKUIBKA TpaaumiiHi MeToau ((haepBoiy,
IDS/IPS) He 3a0e3meuyroTh MPOAKTUBHOTO MOHITOPWUHTY Ta 300py threat
intelligence. 3rimHo 3 mamumu 3BiTy Cybersecurity Ventures, KiJgbKiCTb
KibepaTtak Ha KopropaTHBHI Mepexi 3pocma Ha 50% y 2024 pomi, mo
MIZKPECIII0e HEOOXIMHICTh IHHOBAIIMHUX pillicHb, TaKuX sik Honeypot, mst
300py MaHMX TPO aTakd B peajbHOMY 4Yaci. Y KOHTEKCTI YKpalHChKHX
mianpueMcTB, ae MS Active Directory € MONIMPEHHUM IHCTPYMEHTOM
yIpaBJIiHHS, BIICYTHICTh afjantoBaHux honeypot-mijacucTeM Npu3BOAUTh 10
BpaznuBocTeil y myOmiyaux noprax, sk SSH, Telnet, HTTP/HTTPS, mo
€KCILTyaTyIThCsI JJIsl HECAHKI[IOHOBAHOTO JIOCTYITY.

VY mepexax Ha 6a3i MS Active Directory my6umiuni moptu (SSH, Telnet,
HTTP/HTTPS) Bpa3muBi 10 HECAHKIIOHOBAHOTO JTOCTYITY, IO MPHU3BOAHUTH
J0 KOMIIpOMeTallii JOMEHYy Ta BHTOKY JAaHuX. [IpobiieMa MOCHITIOETHCS
BI[ICYTHICTIO iHTErpoBaHHX honeypot-miacuctem 3 OnokyBaHHSM [P,
00OMEXEHHSIM BIPTYaJIbHUM CEpEIOBHUINEM, OpakoM KiJbKICHOTO aHali3zy
edexTuBHOCTI Ta (hOKyCy Ha cydacHux 3arpo3ax (Al-driven attacks, zero-day
exploits). AHasi3 3aCTOCYBaHHS CXOXHX TEXHOJIOT1# BUSIBUB CHUIIbHI CTOPOHHU
B Teopii Ta peaizalii, ane caabKOCTI B eMITIPUYHUX JTaHHX.

ToMy MeTO MOCHIKEHHSI € po3poOka honeypot-miacucTeMu st
BUSBJICHHS 1 OJOKyBaHHs 370BMUCHHX IP-ampec Ha myOJiyHHX MOpTax
Mepexi Ha 6a31i MS Active Directory, minBUIMBIIN piBeHb KibepOe3nexu
Yyepe3 MOHITOPUHT 3arpo3.

Mogenb MpOTOTHIY MiACUCTEMH pO3podisiacs B CEPEAOBHILII
VirtualBox nHa 6a3i mporpamuoro 3abesneuyenHs Oracle VirtualBox sx
rinepsizopa, Ubuntu Server sx numo3y, Windows Server mamst MS Active
Directory, Cowrie juist emyssiuii SSH/Telnet, Honeyhttpd s HTTP/HTTPS
ta Kali Linux gma cuMmymsimii  atak, 3acTOCOBYKOUH  METOIHU
eKCIIEPUMEHTAIILHOTO TeCTyBaHHsI Ta aHai3y joriB JSON Ta Fail2Ban.
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B pesynbTati mpo€eKTyBaHHSA OTpHMaHa MOZENh honeypot-miacucremMu 3
igTerpamniero B AD wepe3 Ubuntu-nmoiro3 3 iptables mns GmoxyBanus IP.
[IpoToTun po3pobiaeHOT MiACUCTEMH € PEe3yNbTaTUBHUM i JiHCHO BHKOHYE
¢yukuiro susasneHHs atak (SSH/HTTP) 3 HU3BKUM BiICOTKOM MTOMMIKOBUX
CIpAaIOBaHb.

Takum urHOM, y IOTIOBiNI Oye IMpeICcTaBIeHO MOIENb SKa BimoOpaxae
nporotun honeypot-miacucremu st Mmepesxxk MS Active Directory.

TeopeTnyHa Ta mNpakTHYHA 3HAYUMICTH IPOBEICHOTO JOCIHIIKESHHS
NoJiArae B po3LUIMPEHHI 3HaHb PO 3acTOCyBaHHsS honeypot, 00IpyHTOBY0UN
BIpTyaJlbHy IHTErpaliio /s MOHITOPHHTY 3arpo3 Ta pO3BHTKY Teopil
KiOepOe3mnekH 3 akIIEHTOM Ha eMyJIsLio cepBiciB 1 aHani3 threat intelligence,
a TaKkoX Yy 3alpoNOHOBaHMX PEKOMEHAAISX II0J0 HaJallTyBaHHS
inctpymenrtie Cowrie, Honeyhttpd ta Fail2Ban, mo cyTTeBo 3MeHIIye
pU3HMKH 0e3 3HAYHMX BUTPAT PecypciB. 3allpOINIOHOBAHY MOJENb JOIIIBHO
BIIPOBAPKYBAaTH B KOPIIOPAaTHWBHI Mepexi, M0 3a0e3NednTh Ha MOTJIA
aBTOPIB MiBHUIICHHS ¢(heKTUBHOCTI BUSBJICHHS aTak, OJMokyBaHHs [P-anpec
Ta ontuMizanii nomrtuk Active Directory. [IpakTndHa 3HAUUMICTh TOJISATAE B

B mepcmekTtmBi momanmblie OCTIMKCHHsA Oyne Opi€HTYBaTHCS Ha
MacmTadyBaHHS [0 peajbHUX NPOAYKTHBHHUX MEpeX 3 IHTerpauiero
tpaguuiitnnx IDS/IPS cucteMm, Ha pO3MIMpEHHS HA J10JaTKOBI HMPOTOKOJIN
(FTP, RDP), a Tako> TeCTyBaHHs B XMapHHUX CepeIOBHUIAX, TAKUX SIK Azure
AD.
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