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AHAJII3 TA PEKOMEHJAII 3ABE3NEYEHHS 3AXUIIIEHOCTI
PO3INOAINIEHUX KOPIIOPATUBHUX MEPEX

Jnst HanmaHHS HAWKpaIoro piBHA MOCIYr KOopHopamii aenani yacrime
BIZIKpUBAIOTh pETriOHaJBHI IpeicTaBHUNTBA. lle no3Bonsie He JuiIe
MIPUCKOPUTH OOCIYTOBYBaHHS, aje W Kpale po3yMiTH HOTPEOH JOKaIbHUX
kmientiB. Pasom 3 1mM, kommanii OepyTh Ha cebe IOJaTKOBY
BiINOBiJANIFHICTE 32 30epekeHHs KOH(IACHIIIHOI iH(popMarii, po3ymirou,
10 TOBipa — [1e HAHI[IHHIIINA aKTHB, TOMY Oe3IIelli TaHNX HATa€ThCs BUIIHN
npiopuret. CaMe TOMy B yMOBaX 3pOCTaHHS KUTBKOCTI (iTiid Ta MOMUpPEHHS
riopuaHuxX Mojesield poOOTH, OCHOBHHMM 3aBJaHHSIM CTa€ 3a0e3leueHHs
OesneyHoi B3aeMofil Mik reorpadiuHo posnojiieHuMHu odicamu Ta
BIIPOBAKCHHSI CYBOPOT'O KOHTPOJIIO JOCTYILY JI0 BHYTPIIIHIX PECypCiB.

[IpoOseMHUM TUTAHHSAM 3aJIMIIAE€THCS HEBIANOBIMHICTh HUHIIIHBOTO
CTaHy 3axHCTy 0araTboX KOPHOPAaTHBHUX MEPEX Cy4acHUM Kibep3arpos3am.
B mnpoueci opranizanii 3B’s13Ky MK (QUIISIMH, B SKHX BiJCYTHIH HaJEXHUM
piBeHb mMH(pYBaHHS, a TAKOK IIEHTPaTi30BaHi MEXaHI3MHU ayTeHTH(]iKamii Ta
aBTOpH3alii, BUHUKAIOTh CYTTEBI PHU3UKM HECAHKIIOHOBAHOTO JIOCTYILY,
MepeXoIUIeHHs Ta Moaudikamnii KoH(piIeHIIHHNX AaHuX. KpiM 30BHIMIHIX
3arpo3, aKTyaJIbHOIO 3aJIMIIAETHCS MTpo0IeMa HEKOHTPOJILOBAHOTO JOCTYITY
B MeXax JIOKaIbHOI MEpexi, 10 BUMarae BIPOBAKEHHS TPaHYJISPHOTO
KOHTPOJIIO Ha PiBHI MOpPTiB KoMyTaTopiB. HeoOXigHICTh aHaNi3y METOIiB
3aXHCTY BiJl 3arp03 BU3HAYA€ OCHOBHHUI HaNpsSM JaHOTO JOCIIHKEHHS.

MerTow JOCIHIKEHHST € aHali3 Ta po3poOKa peKoMEeHAalii 0/0
NPOEKTYBaHHS  MIJICHCTEM  3aXUCTy  KOPHOPAaTHBHUX  MeEpex i3
BukopuctanHsam texHouoriit GRE over [PSec, RADIUS.

VY mpotieci AOCIiKEHHs] TPOBEICHO MOPIBHUIBHUN aHalli3 MPOTOKOJIIB
aBreHTudikanii RADIUS ta TACACS+. Busnaueno, mo, xoua TACACS+
3a0e3neuye MUQPPYBaHHA BChOTO Tijla MAaKeTa Ta PO3IUICHHS IPOIECIB
aBropusauii i ayrentudikanii, RADIUS e Binkputum cranmaprom (RFC
2865), mo rapaHTye Kpally CyMICHICTb y T'€TEpOT€HHHX Mepexax Ta €
€IMHUM BUOOpPOM sl peaiizaiuii MepeXeBOro JOCTYyIly 3a CTaHIapTOM
802.1x.

Takox posrasayto Ttumd VPN-texnomorii  (Site-to-Site, Remote
Access) Ta 3xaiiicaeno netanbHe nopiBasHHS GRE over IPsec i3 3BuuaiiHum
IPsec tynemoBanHAM. BcraHoBneHo, mo xiacuunuil [Psec He migTpumye
multicast-rpadik, 10 YHEMOXJIMBIIOE KOPEKTHY pOOOTY MPOTOKOJIB
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muaaMigaol Mapmpytu3anii (OSPF, EIGRP) 6e3 3HauHOrO yCKIaTHEHHS
koH(pirypamii. Bukopuctanas xom6inanii GRE over IPsec HiBemoe meit
mepomik: GRE iHkamcymroe ciy:x0oBuii Ta multicast-Tpadik y unicast-
TIaKeTH, sIKi MoTiM HafiiHo mmudpyroTecs [Psec, 3abe3medyodn THyYKiCTh Ta
Oe3meKy KaHawy.

Sx npukiam, B gomoBimi Oyme TPOAEMOHCTPOBAHO IPOTOTHII
PEKOMEHIOBaHOI 1HTErpoBaHOI MOJENI MiJICHCTEMU 3aXHCTY, SIKa MOEIHYE
tynemtoBanHs GRE over [Psec, mo6 3a0e3neunTn 3aXHICHUN 3B'I30K MK
odicamu Ta MexaHi3mu 802.1X 111 KOHTPOJIIO JOCTYITY.

MopentoBaHHS ~ MepekeBOi  1HOPACTPYKTYpH Ta  BiANpaIfOBaHHS
CreHapiiB 3aXUCTy BHKOHyBasocsi y cepemoBuini emymauii GNS3. Sk
MpOrpaMHO-anapaTHy OCHOBY 3a/IisIHO BipTyasibHI 00pa3u MapUIpyTH3aTOPIB
ta komyTtaTopiB Cisco, a Takox oomagaanHs Mikrotik. 3 metoro peamizarmii
meHTpanizoBaHoi momitukn AAA posropHyTro cepsepu RADIUS, a
TECTyBaHHS  KIJIEHTCHKOTO  JIOCTYIy BHUKOHYETBCS 32  JIOIOMOTOIO
BipTyansHux MamuH 3 OC Windows.

AHai3 po3po0IeHOro IPOTOTHITY ITIATBEPAMB, IO CHCTEMA 3a0e3nedye
KOH(QINEHIIHICT, Tepenadi JaHWX, KOPEKTHY poOOTy MPOTOKOIIB
JMHAMIYHOT MapuipyTH3alil uepe3 3axHUIICHUH KaHal Ta e(eKTHBHE
OJIOKyBaHHs HEaBTOPU30BaHUX IPHUCTPOIB HA PiBHI KOMYTaIlil, 110 JOBOJAMTb
MPaKTHYHY KUTTE3JAaTHICTh MOJENI /Il BUKOPHCTaHHS B KOPIIOPATUBHUX
Mepexax.

Ha ocHOBI mpoBeneHOro aHajizy Oyjio po3poOJeHO peKoMeHaarii 3
METOI0 3a0e3NeUeHHs] KOMIUIEKCHOTO 3aXHCTy KOPIOpPaTUBHOI Mepexi,
MiABUINCHHS e(eKTHBHOCTI Ta Oe3meku Oi3Hec-mporeciB. OnHiero 3
TOJIOBHUX (DYHKIIH 3alpONOHOBAHOT MOZENI € CHHEPreTHYHE ITO€JHAHHS
HagiiHOoro THM(pyBaHHS KaHANiB 3B'SI3Ky Ta I[EHTPATi30BaHOTO,
TPaHyJISIPHOTO KOHTPOJIIO JOCTYITy IO PECYpCiB, IO J103BOJISIE €(PEKTUBHO
MIPOTUIISATH Cy4aCHUM 3arpo3aM.
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