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PO3POBKA TA BIPOBAIKEHHSI KOMILIEKCHOI
CHCTEMH 3AXUCTY MEPEKI HA OCHOBI ®A€PBOJIIB
CISCO HOBOI'O OKOJITHHSI (NGFW)

Cy4acHi KOpIOpaTUBHI MEpexXi MiJaroThCs 3pOCTAIOUOMY CIIEKTPY
Kibep3arpos, Brimovaroun DoS/DDoS, ckianni 6aratopiBHeBi ataku (APT)
Ta ekciutyaraiito 0-day ypasmuBocteii[1]. Kiacuuni QaepBonm, 1o
0a3yloThCs Ha (QImbTpamii IMaKeTiB, € HEIOCTAaTHIMU s 3a0e3ledeHHS
HAJIC)KHOTO PiBHS 3aXUCTY, OCKUIEKH BOHH HE 3/1aTHI aHaIi3yBaTH Tpadik Ha
PiBHI TOMATKIB UM MPOTUMISITA IIH(POBAHAM aTaKaM.

®Daepromu HoBoro mokoiHasI (NGFW) [2], 30kpeMa pimeHHs KoMIaHi1
Cisco, OENHYIOTh (PYHKIIIT MDDKMEPEKEBOTO SEKpaHy, CHCTEMH 3aro0iraHHs
BropraeHb (IPS), KOHTpOIIO 3aCTOCYHKIB Ta iHTerpamii 3 aHTHBIpYCHUM
3aXHCTOM.

OO0'ekTOM JIOCHIJUKEHHS B po0OOTI € TmpouecH 3a0e3neyeHHs
iH(pOpMaIiiHOT Oe3MeKH KOpPIopaTuBHUX Mepex. [IpeameroM qociiaKeHHs
€ METOJH Ta 3aco0M MOOYAOBH KOMILIEKCHOI CUCTEMH 3aXHCTY Mepexi Ha
ocHoBi ¢aepoiiB Cisco NGFW (ASA, Firepower).

Meta poboTu mojsArae y po3poOlli Ta BIPOBAIKEHHI KOMIDIEKCHOI
CHCTEMH 3aXHCTy KOPIIOPAaTUBHOI Mepexi 3 BHKOPHCTAHHSAM (aepBOIIIB
Cisco HOBOTO MTOKOJIHHSA, JOCTIPKEHHS ¢(EeKTHBHOCTI iX 3aCTOCYBAHHS IS
MIPOTHIIi CYYacHUM Kibep3arposam.

B pesynpraTi BUKOHAHHS POOOTH OYJIO MPOBEACHO aHANI3 CydaCHHX
kibep3arpo3 Ta MeroniB ix HeWTpamizamii. [ocmimkeHi (yHKIiOHATBHI
moximBocti Cisco NGFW (ASA, Firepower Threat Defense — FTD),
PO3pOOIIEHO apXiTEeKTypy CUCTEMH 3aXHCTy KOPIIOPaTUBHOI Mepexi Ha 0asi
Cisco NGFW, HanamrtyBaHo moJiTHKK Oe3nekd (KOHTPOJb JIOCTYILY,
IDS/IPS, oinbrparist 3acrocyHkiB, URL-dinetpariis). B TtectoBomy
cepeloBuIII 3M0IeThoBaHi THOBI ataku (SQL-in’exii, brute-force, DoS) i
oIfiHeHa e()eKTUBHICTh CHCTEMH 3aXHUCTY.

[NopiBHANBEHUE aHAII3 TOKA3aB, O KIACHYHI MiX0U MAIOTh IEpEeBaru
y TPOCTOTI Ta HU3BKOMY BIUIMBI HA MPOJYKTHUBHICTb, ajle KPUTHYHO
oOMexkeHi depe3 BiACyTHICTH aHamizy BMmicty Tpadiky (Layer 7) Ta
Hee()EeKTHBHICTh IPOTH Cy4acCHUX 0araTOBEKTOPHHX aTaK.

NGFW (Cisco, Fortinet, Palo Alto, Check Point) [2,3] 3abe3me4yroTh
ruboky iHcmekuito Tpadiky (DPI), kontpoms nomatkiB (App-ID),
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iarerpoBaruii IPS/IDS, SSL/TLS-incmeknito Ta Sandboxing. Hemomikamu
Cy4JacHHX pillIeHb € BUCOKA BapTICTh Ta CKJIQJHICTh HATAIITYBaHHS.
3anpornoHoBaHa CHCTEMa 3aXUCTy oOyaoBaHa Ha 6a3i Cisco Firepower
Threat Defense (FTD) [4], sixa 00’emnye xmacwuni ¢yHkmii Cisco ASA
(MixmepexeBuit ekpad, VPN) i3 mepenosumu MmoxxiauBocTsiMa NGFW.

YOpaBiIiHHA CHCTEMOIO 3IIHCHIOETBCS  IEHTPANi30BaHO  depes
Firepower Management Center (FMC), mo 3abe3nedye MOHITOPHHT,
aHaNITUKY Ta iHTerpauito i3 3oBHimHIMEH cuctemamu SIEM (Security
Information and Event Management) Ta SOC (Security Operations Center).

[TpoexTyBaHHSI ~apXiTEKTYpd CHCTEMH 3axXHCTy 0a3yeTbCsi Ha
npuHounax OaratopiBHeBoro 3axucty (Defense in Depth) ta Brumouae:
nepumeTpoBuiit NGFW, i3onp0Bany DMZ Ta 3aXUCT KpUTHYHUX BHYTPILITHIX
CETMEHTIB.

B paMkax mpakTHYHOT YaCTHHHU OyJO PO3POOJICHO MOJITHKH JOCTYIY,
IO BKITIOYAIOTh!

* Po3MexxyBaHHS IIpaB JOCTYIy Ha OCHOBI poJjiel KOPHCTYBadiB Ta
CerMeHTalii.

* Peamizaris 3aco0iB 3axucty Big Tumoux atak: DoS/DDoS 3axwucr,
3axucT Big SQL-iH’ekIi#f Ta IHIIMX aTaKk Ha JOJAaTKH Yepe3 IHCICKIII0
HTTP/S 3amuris (WAF), Brute-force prevention: Onokyeanus IP-ampec
TICJIS HeBAAIHX CIIPo0 ayTeHTHdiKaIii.

VY TecTtoBOMY cepemoBHMIN, IO BKIO4ano cermentd LAN, DMZ,
Internet Ta VPN-kiieHtiB, Oyi10 3MOAEIbOBAHO aTaku (HAMPUKIAJ,
ckaHyBaHHSA TmoOpTiB nmap, SQL-in’ekuii sqlmap) i1 mepeBipku
epexTuBHOCTI HanamroBanux [PS-nomituk Ta podotu Cisco AMP.

BripoBa/ukeHHST KOMIUIEKCHOT cHCTeMH 3axucty Ha ocHoBi Cisco
NGFW (FTD) 3a06e3mneuye O6araTopiBHEBHUI 3aXHCT KOPIIOPATHBHOI MEpPEXi,
o0 € HeoOXiTHMM B YMOBaX CydacHHX KiOep3arpo3. 3aBIsKH iHTerparii
¢yukain DPI, IPS, AMP ta mentpamizoBaHoMy ympasiiHHIO uepe3 FMC,
cUCTeMa JIEMOHCTPYE BUCOKY TOYHICTh BHSBJICHHS 3arpo3 Ta e(eKTUBHICTh
MPOTH CKJIaJHUX MIN(BPOBAHUX aTak Ta zero-day eKCIUIONTIB.
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