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HONEYPOT/HONEYNET Y KOPIOPATUBHOMY
CEPEJOBHUIII: CTPATEI'TA 350PY EMINIPUYHUX JAHUX
JIUISA IPOTHO3HOI BE3IEKU

Y cydacHMX yMOBax 3pOCTaHHS KiIbKOCTi Kibeparak Ta
ABTOMAaTH30BaHUX OOTHET-KaMIaHii KOPHNOPAaTHBHI MEpeXi epedyBatoTh y
CTaHi MOCTiIHOT 3arpo3n. MacoBi ckaHyBaHH:, OpyT(hopc-aTaku Ta KaHAIA
kepyBaHHi (Command and Control, C2) cyrTeBo 30iLTBIIYIOTH
HaBaHT@XXCHHSA Ha cioyxOm Oesmeku. TpammiiiiHi MeTomuw, 3acHOBaHI Ha
CHUrHaTypax abo CTaTHYHHUX IpaBWiIax, Jelali dYacTille JeMOHCTPYIOTbH
HEIOCTAaTHIO €(EKTHBHICTh y BUSBIICHHI HOBHX THUIMIB aTak. Lle 3ymoBIoe
TIepexi/ Bil peakTUBHOI MOJIEJTi 3aXHCTY 10 IPOTHO3HOI, 10 IPYHTYETHCS Ha
aHaJIi31 MOBEIIHKH 3JIOBMUCHHKIB 1 3aKOHOMIPHOCTEH EBOJIIOIIIT 3arpos3.

VY npomy kKoHTeKcTi TexHouorii honeypot Ta honeynet BucTynarots
CTpaTeriYHuM eJIEMEHTOM CUCTEMH NPOTHO3HOI Oe3rneku. BoHu 103BOIISIOTH
JOCITIIKYBATH peabHy aKTUBHICTh aTaKyIOUHMX areHTiB Y KOHTPOJIILOBAHOMY
cepenoBulili, GopMyBaTH eMITipUYHi 0a3u JaHHWX 1 CTBOPIOBATH MOJEINI JJIs
nepenbadenns 3arpos [1]. Ix maykoBa wiHHiCTH mONATaE y MOKIMBOCTI
OTPUMaHHS aBTEHTUYHHMX JAHHWX PO HOBI TEXHIKM arak Ta (OPMYyBaHHSI
ignukatopiB kommpomerarii (IoC), mo 30aradyroTh CHCTEMH BUSIBICHHS
(SIEM, SOAR).

Oco0MBO aKTyalnbHOIO € MpoOJieMa HecTadi SIKICHHX ITyOJIYHUX
JaTtaceTiB i3 moBemiHKol OoTHeTiB. be3 HuX HemoximuBe e(eKTHBHE
HaBuaHHs anroputMiB 1111 Ta MamMHHOTO HaBYaHHS — OCHOBH aJaliTHBHUX
cucreM Oe3neku MaiOyTHeoro [1]. Bukopucranns honeynet sk
KOHTPOJIbOBAHOTO  CEPEAOBHINA 3JaTHE 3alOBHUTH L0 MPOTaJHHY,
3a0e3neuyroyl OTPUMaHHS peallbHUX AaHUX 0€3 PU3HMKY JJIsl MPOIYKTUBHUX
CHCTEM.

KonnenrtyansHa Momens  minxomy —mepenbadae  riOpumHy
apxiTekTypy ceHcopiB. CeHCOpH HU3bKOI B3a€EMO/IiT IAIOTh MIMPOKY KapTHHY
aTaKyBaJbHOI AaKTHBHOCTI, (IKCYIOTh CKaHYBaHHsS Ta THUIIOBI cHpoOH
BTOprHeHHs. CeHCOpH CEepeHbOTO i BUCOKOTO PIBHS B3a€MOIi 103BOJISIOTH
JOCIIJDKYBaTH TIOBEAIHKY OOTIB, KOMaHIHI cecii, mKimmuBi ¢aiim Ta
MexaHizmMu C2-3’enHansb [2], [3]. Otpumani 1aHi MOXYTb OyTH BUKOPHUCTaH1
JUIs TOOYZIOBY TTOBEAIHKOBHX MOJIeIEH BHUSIBJICHHS 3arpo3 i3 3aCTOCYBaHHIM
MeTOZiB Kiacudikarlii, MAIIMHHOTO HABYaHHA Ta aJITOPUTMIB Ha KINTAIT
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Random Forest, XGBoost un LSTM, 1o migBuIye TOYHICTh HPOTHO3HOT
aHamiTuky [3].

HaykoBa HOBM3Ha miaxony momsrae y Qopmamizamii mpormecy
CTBOPECHHSI pENpe3eHTaTHBHUX honeynet-mataceTiB i METOAWKH OIIHKH
MEPEHOCHOCTI ~ Mozeneld MK  JTabOpaTOpHHAM Ta  ONepariifHuM
cepenoBUIIaMi. BayIMBUM pe3ynbTaToOM € peKOMEHAAIil o0 iHTerparii
JaHUX 13 MAcTOK Y KOPIOpPAaTHUBHI CHCTEMH MOHITOPHUHIY 0€3 iCTOTHOTO
Ii/IBUILIEHHS ONepaliifHoro pusuky. Lle cTBOproe OCHOBY Ul BHYTPILIHIX
peno3uTopiiB 3arpo3, W0 MiJCHIIOIOTh aHAJIITHKY B Cy4acHHX Security
Operation Center (SOC).

KirouoBuM acriekToM peaiizanii TaKuX JOCTIDKEHb € JOTPUMaHHS
€TUYHUX 1 TpaBoBUX BUMOI. PosropranHs honeynet mNOBHHHO
CYIPOBOKYBATHCS MOJITHKOIO data governance, IO pEIIAMEHTYE
OTPUMAaHHS [O3BOJIB, 30epiraHHs W aHOHIMI3aIlil0 JaHWX Ta KOHTPOJIb
BHXiIHOTO Tpadiky I 3amo0iraHHs MOMIHUPEHHIO IMIKIININBUX apTe(paKTiB.
[pakTryna iMIIIEeMEHTAIiS Ma€ 3MIHCHIOBATHCS Y CITIBIIPALli 3 FOPUIMIHIMHA
Ta KiOepOesmexkoBuMH (axiBIFIMH, IO TapaHTye TEXHIYHY Oe3meky u
BiNIOBiHICTH MI>KHAPOJIHAM HOPMaM.

OTpuMaHi pe3yabTaTH BAKJIMBI SIK JJIs HAYKH, TaK 1 IS MPAKTUKH.
Bonu GpopMyroTh TeOpeTHYHE MIAIPYHTS PO3BUTKY MOBEIHKOBOT aHAIIITUKA
Ta MiJBUINYIOTH €(QEKTUBHICTh CHCTEM MOHITOPMHTY I pearyBaHHS Yy
KOpHOpaTHBHUX Mepexax. Honeynet sk miatdopMa NpOrHO3HOTO aHalizy
BIJIKpHBA€E TMEPCICKTHBUA CTBOPEHHS aJallTUBHUX CHCTEM KiOep3axucry,
3[JaTHUX HE JIMIIIC pearyBaTH Ha aTaku, a i nepegdadaTh X pO3BUTOK.

JocmimkeHHs i IKpecTtoe HeoOXiTHICTh MEPeXoay 0 MPOrHO3HUX
Mozenell Oe3meKkw, I¢ ICHTpPaTbHUM eJIeMEHTOM € 30ip Ta aHamiTHKa
eMIipuYHuX OaHux. BuxopucranHs honeypot/honeynet y koprmopaTHBHHX
CepelIoBHIAX € HAYKOBO OOIPYHTOBAHUM LUIAXOM 110 (OPMYyBaHHS HOBOI
napagurMy  Kibep3axumcTy. 3alpoIlOHOBaHa  METOMOJIOTIS  JIO3BOJISIE
CTBOPIOBATH OE3IEYHI E€KCIIEPUMEHTAIbHI CePEeIOBHINA IS JAOCHIHKEHHS
OOTHET-aKTMBHOCTi, PO3BMUBAaTH IHCTPYMEHTH BHUSBJIEHHS 3arpo3 i
(dbopMyBaTH OCHOBY [UIi CHCTEM IIPOTHO3HOI O€3MeKH HaCTYIHOTO
TIOKOJIHHSI.
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