Cexkuis 3. TudopmartiiiHi cucTemu Ta TEXHOJIOTIT
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3ACTOCYBAHHSA TEXHOJIOI' T BUSABJEHHS
BPA3JIMBOCTEM ITPOTPAMHOI'O 3ABE3IIEYEHHS

Bubip MeTony BHSBICHHS Bpa3IMBOCTCH 3aJICKUTh Bil 0araTbox
(baxTOpiB, 30KpeMa Bij €TaIy )KUTTEBOTO LIUKITY, HASSBHOCTI BUXIJTHOTO KOy
Ta THIy BpAa3lMBOCTEH, SIKIi OYIKYEThCS 3HAWTH. ICHYIOTH TpPU OCHOBHI
apromaruszoBani migxomu (SAST, DAST, IAST) ta pyute tectyBanns [1-3].

Jdnst knacudikanii 3arpo3 4acTo BHKOPHCTOBYIOTH 3arajlbHOBH3HAHI
crargapty, Taki sk OWASP Top 10 [4].

Lli crapmaptu 3a0e3NEYyIOTh €IMHY MOBY Ta METOHOJIOTIIO IS
imeHTHdiKaIil, K1acugikamii Ta pearyBaHHS Ha 3arpo3d, POOJISIYM TIPOIIEC
TecTyBaHHS Oe3mekn poxatkiB (Application Security Testing) Oimbmn
CTPYKTYPOBaHHUM Ta pe3yJNbTaTHBHUM, a TaKoX JO3BOJSIIOTE POOUTH
MOPIBHANIBHY OLIHKY C€(QEeKTHBHOCTI METOIIB BHSBICHHS MPOTH KIACIB
BpaznuBocteit (Tadbmuus 1).

Tabauns 1 — Orinka epeKTUBHOCTI METO/IIB POTH KJIACiB BPA3InBOCTEH

Knac Bpa3nuBocTeit SAST DAST IAST Pyune
TECTYBaHH
BpasziuBocti koay: SQL | Bucoka | Cepensst / | Cepemns / Bucoka
In’exmisn,  XSS(Cross- Bucoka Bucoka
Site Scripting) [5]
BpaznuBocri yacy | Hu3bka | Bucoka Bucoka Bucoka

BUKOHAHHS,  ITOMHJIKH
KoH(piryparmii cepsepa,

cimabke YIpaBITiHHS

CecisiMU.

Manimymsnii - winamu, | Huseka | Husbka Husepka Bucoka
00Xi eTarnB

asropwu3ariii, IDOR [6]

Basyrounce Ha aHaJi3i METOZIB Ta BPaXOBYIOYM TEXHi9HI MOXKIHMBOCTI
iHQPaCTPyKTypH MOXHa C(HOPMYTIOBATH IPAKTHYHI IMPOMO3MIIi Ta
pexoMeHmanii A e(heKTUBHOTO BHUSBIEHHS Bpa3IMBOCTEH MPOTPaMHOTO
3a0e3neueH s, IO IOJATal0Th y BIPOBAPKEHHI NHKIIYHOTO IPOIECY
TecTyBaHHS Oe3MeKH.
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[paxrrune 3actocyBanas DAST € mepmmm KpOKOM JJIsl pO3TOPHYTOTO
3aCTOCYHKY. B yMoBax maboparopii Ie peami3yeTbcs pPO3TOPTaHHSIM
HaBMHICHO BpPAa3UBOTO BE03aCTOCYHKY Yy 130JbOBaHIM  «IiCOYHMIII»
KiGepmomirony.

Buxopucranns yrutitu OWASP ZAP, sika Hazcuiae THCAYl TECTOBUX
3aIUTIB IO BCiX BUSBJICHMX TOYOK BXOIY, HAMAralO4ucCh 3HAWTH MOIIUPEHI
Bpa3NMBOCTI € ApyruM ertamoM. [licns 3aBepiieHHS pPOOOTH YTHIIITH,
(baxiBeub Ma€ Bpy4HY IIEPEBIPUTH KOXKHY 3HaliIeHY BPa3IHBicTh "BUCOKOTO"
Ta "cepeHpOro" PU3MKY, MiATBEPIUBILH ii pealibHy eKCIUTyaTOBaHICTb.

3actocyBanns SAST Tta IAST Oyzne eddexTBHUM, SKIIO € AOCTYI 0
BUXiZHOro Koxy nociimkyBaHoro I13. IMapanensHo 3amyckaetbcss SAST-
inctpyment SonarQube a6o Snyk. Ile mo3Bossie 3HaiiTH BPa3IUBOCTI, SAKi
DAST Mmir nmpomycTuTH, o HalBaKIIUBIIIE — TOYHO BKa3aTH Ha TPOOICMHNH
PSIOK KOJLy, IO 3HAYHO NMPHUCKOPIOE BUMPABICHHS.

s 3ammo6iraras XSS Bei gaHi, 0 HAAXOIATH BiJf KOPHCTyBaya, MarOTh
MPOXOAWTH Bajijamil0o Ha [O3BOJEHI CHMBONM. Bci mami, 1mo
BiOOpakarOThCA Ha CTOPIHIN, MArOTh MPOXOAUTH KOHTEKCTHO-3aJIC)KHE
koxyBanast HTML, URL Ta JavaScript.

Asromatmzariist 3amycky SAST Tta DAST-ckanepiB y mporeci
Oe3mepepBHOI iHTErpaIlil J03BOJIsSI€ BUSIBIIATH BPa3JIMBOCTI MPHU KOXKHIN 3MiHI
KOJly, L0 BIAMOBIZIa€ Cy4acHUM MiX0JaM 10 Kibep3axucry.
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