Cexkuis 3. TudopmartiiiHi cucTemu Ta TEXHOJIOTIT
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KOMILIEKCHUM AHAJII3 BEKTOPIB IHOIKYBAHHS
THO®OPMANIMHUX CUCTEM MKIVIABUM ITPOTPAMHUAM
KOJIOM TA PO3POBJIEHHSA BATATOPIBHEBOI CTPATETTI

KIBEP3AXUCTY

IkimmBrii IporpaMHAN KO 3aJIMIIAETHCS OJHUAM 3 HAWITOIIUPEHIIINX
Ta HaWOIBII pyHHIBHHX 3aco0iB peamizarmii kidepaTak, CIPIMOBaHUX Ha
MOPYIICHHST KOH(IIESHIIIIHOCTI, IMUTICHOCTI W JOCTYIMHOCTI iH(pOpMAaIiitHIX
cucTeM. MOro NpPOHMKHEHHs 3JiHCHIOEThCA uepe3 MMMPOKHH CIEKTp
BEKTOpIB, IO OXOIUTIOIOTH SIK TEXHIYHI, TaK 1 COI[OIH)KEHEPHI METOJIH.
KoMruiekcHU aHami3 TaKUX BEKTOPIB € HEOOXiTHOK MEePEIyMOBOK IS
CTBOpEHHsI e()eKTHBHOI cTparterii KiOep3axucTy Cy4acHHX UHU(PPOBHX
iH}pacTpyKTyp.

Jlo KJII0YOBUX BEKTOPIB iH(IKyBaHHS HaJeXKaTh COLIOTEXHIYHI aTakKH
(phishing, spear-phishing, smishing), mo 0a3ylTbCs Ha BHKOPHCTaHHI
TICUXOJIOTIYHUX MAaHIIyJSILiil 11 IPUMYIITYBaHHS KOPHCTYBa4YiB BUKOHATH
IIKITHBI [ii; eKcIuTyaTaris BpasnuBocTei [13 ta oOmagHaHHS, BKIIOYHO 3
moMmwiIKaMu B 0i0mioTekax, apaiiBepax, NMPOTOKONAX Ta HEKOPEKTHUMH
KOH(]IrypamissMi cepBepiB; KOMIIPOMETAIlis JIAHIIOTIB MMOCTaBOK (supply
chain attacks), 30kpema y mporieci OHOBJIIEHHS POTPaMHOTO 3a0e3IeuYeHHs,
JpaiiBepiB  Ta  KOHTCHHEPH30BaHMX  3aCTOCYHKIB;  BHKOPHCTaHHS
HE3axXHIICHUX MEPEKEBHX CErMEHTIB, 30KpeMa BIIKPUTHX ITOPTIB, XHOHO
HanmamToBaHux VPN,  He3ammdpoBaHMX  NPOTOKOJIB  B3aEMOJIl;
370BKMBaHHS JieTiTHMHUMHA iHCTpymMeHTamu cuctemu (living-off-the-land
techniques), koiM 3TOBMHCHHKH 3aCTOCOBYIOTH IITATHI YTHJITH, Taki SIK
PowerShell, WMI uu PsExec, MiHIMi3yI04H CJ1iI1 aKTUBHOCT!.

VY cy4acHHX yMOBax KJIACHYHi 3acO0M aHTHBIPYCHOTO 3aXHCTy 4YacTo
BUSIBIISIOTECS HEIOCTATHIMM, OCKIIBKM IIKIJIUBHA KOJ J€Haii dYacTiiie
BUKOPHUCTOBYe moiyiMopdisM, oO¢yckamito, iH’eknii B mam’saTh Ta
Oe3daiioBi MexaHismMu. lle 3yMOBIIIOE HEOOXIJHICTH TEpPEXOmy IO
6araTopiBHEBHMX CHCTEM 3aXHCTY, 110 37[aTHI pearyBaTH HE JIMIIE Ha BiIoMi
CUTHATYpPH, a i Ha MOBEJIHKOBI aHOMaJIi1.

Ha puc. 1 - HaBemeHa mIpPOIIOHOBaHA OaraTopiBHEBA CTpaTeTis
Kibep3axucry.
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Pucynok 1 — BararopiBHeBa cTpareris Kibep3axucTy

OcobnuBa yBara NPUIUIAETHCS B3aEMOIl MK PIBHAMH O€3MEKH, IO
3abe3neuye CTIMKICTh CHUCTEMH /10 0araToBeKTOpHHUX arak. KomOiHaris
MaIlMHHOTO HaBYaHHs, aHali3y IOBEIIHKOBMX mnaTepHiB i Zero Trust-
MiAXOy TO3BOJISIE MiHIMI3YBAaTH IUIOIIY aTaku, OOMEKUTH PYX IIKiIUBOTO
KOOy Ta 3a0e3MeUNTH CBOEYaCHE BHUSABJICHHS HaBITH 00(yckoBaHHX abo
6e3daiiioBuX 3arpos.

KommnekcHmii aHainiz BekTopiB iH}iKyBaHHS iHPOpMAIiHHUX CHCTEM
JEeMOHCTPYE, IO CyYacHi aTaku HaO0yBalOTh 0araTOKOMIIOHCHTHOTO Ta
MIPUXOBAaHOTO XapakTepy. EdekTuBHa mpoTHIis MOXIMBE JHIIC 32 YMOB
YOpOBa/DKCHHS ~ 0araTOpiBHEBOTO, AJANTHBHOTO Ta  IPOAKTUBHOTO
Kidep3axucTy, IO TMOEAHYE TEXHOJIOTIUHI, IMOBEIHKOBI Ta MOJITHKO-
opraHizaiiiiHi MexaHi3MH. 3anpONOHOBaHA CTPATETisl Ja€ 3MOTY IIBUJIKO
BUSIBJIITH  IUKIIMBUI  KOJ, JIOKaNi3yBaTW HACTIJKM IHLMJAEHTIB Ta
MIBHUIIYBATH CTIHKICTh KPUTHYHO BAXKIUBUX HUPPOBUX 1HPPACTPYKTYP 10
aTaKk HOBOTO IMOKOJIiHHSL.
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