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METO/I0JIOT' IS BUSBJIEHHS TA HEMTPAJII3AIIIL
OIINMHIOBUX ATAK I3 BUKOPUCTAHHAM CUCTEMHU
3AXMCTY EJEKTPOHHOI OIITHA MICROSOFT DEFENDER
FOR OFFICE 365

QImMHTOBl  aTakd 3alMINAIOTBCS OJHHAM 13 HaWpe3yIbTaTHBHIIINX
METOJIB KOMIpoMeTalil iHQopMaIiifHIX CUCTEeM, OCKIJIbKH CIIPSIMOBaHI Ha
JIIOACHKHHA (DAaKTOP 1 MIHUPOKO 3aCTOCOBYIOTHCS IS BUKPAJCHHS OOJIKOBHX
JIaHUX, PO3MOBCIO/DKEHHs IKimmuBoro 13 Ta 3nilicHeHHS QiHAHCOBHX
nIaxpaucTB. Y KOPIIOPaTUBHOMY CepelOBHINI €(EeKTHBHICTh NPOTHAIIT
(IIMHTY 3aIeXUTh BiJl 34aTHOCTI CUCTEMHU O€3IeKH aHalli3yBaTH KOHTEHT
JICTIB, MEPEBIPATH AOCTOBIPHICTH BiIIPaBHUKA, BUSBIATH MaHIMyJISTHBHI
a0o Mmijo3piii elNeMeHTH W OJIOKYBAaTH LIKIAJIMBY aKTUBHICTH IO B3a€MOIi
KopucTyBaya 3 moBizomieHHsM. Microsoft Defender for Office 365 inTerpye
Habip MeXaHi3MiB, 0 0a3YIOTHCS Ha MAITUHHOMY HaBUaHHI, CHTHATYPHOMY
aHawi3i Ta TOBEIHKOBHX alropuTMaX, 3alesledyroun OaraTopiBHEBHIMA
3ax¥CT MOMITOBOI IHPPACTPYKTYPH.

QImUHTOBI KaMIaHii IPYHTYIOTHCS Ha MiAPOOII JIETITUMHOT KOMYHIiKAIIii,
MonudiKkarii 3aroJ0BKiB Ta JJOMEHIB, BHKOPHCTAHHI IIKiJJIMBUX BKIAICHB 1
rineprnocuiianb, 0 NepeHANPaBIsIOTh KOPUCTYBava Ha (habIINBI PECYPCH.
BusiBiieHHsT TakuxX JHCTIB NOTpeOye aHalizy KOHTEKCTY IOBiJOMIICHHS,
ABTEHTUYHOCTI JIOMEHIB, CTPYKTYPH Tijla JIMCTa, KOH(Irypauii BKIaJeHp i
rapameTpiB MepexeBoi B3aeMOIii.

Cuctema Microsoft Defender for Office 365 3abesneuye
0araTOBEKTOPHUI 3aXMCT €JEKTPOHHOI TMOIITH 3aBASKU IIOE€JHAHHIO
MEXaHi3MIB TIEPEBIpKH AaBTCHTUYHOCTI JIOMEHIB, aHaNli3y IOBEIIHKA
BilIpaBHUKA Ta JWHAMIYHOI OIIHKM PHU3MKOBUX O3HAK IIUCTIB Y PEKUMI
peanbHoro yacy. Microsoft Defender for Office 365 3a0e3neuye rimboxy
MePEeBIPKY BXiTHOI KOPECIIOH/ICHIIIT IITXOM 3aCTOCYBaHHS TEXHOJIOTIH anti-
phishing policies, ki OIiHIOIOTH AJOMEHHY pemyTamnito, nepesipsitors SPF,
DKIM i DMARC, aHamnmizyioTh pU3HKOBI ITIA0IOHH TTOBEAIHKN BiJIpaBHUKA
Ta BUABJIIOTH IiIMiHY iMeHi a00 ajpecu. AITOpUTMH MaIlTMHHOTO HABYaHHS
MO/JICIIIOIOTh COTHI O3HAaK €JIEKTPOHHOTO JIMCTA, BKJIIOYHO 3 CEMaHTHUKOIO
TeKcTy, cTpykTyporo HTML, xapakrepucTrkamMu BKJIQJI€Hb 1 METaJaHUMH,
110 JI03BOJISIE PO3MI3HABATH HABITH CKJIQIHI TAPT€TOBAHI aTaKH.

HonatkoBy miHito 3axucty hopmye mexanizm Safe Links, skuit BuKonye
muHamivaKE ananiz URL-anpec y pexumi peasibHOTO Yacy Ta OJIOKye 10CTyI
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10 (IMIMHTOBUX CAWTIB, HABITH SKIIO ITOYATKOBHH JIMCT IPOUIIOB TIEPBUHHY
nepeBipky. @ynkmis Safe Attachments 130110 BKIageHHsS y BipTyaJlbHOMY
CepenoBHUIII ¥ TOCII KY€ TXHIO MOBEIHKY /IS BUSBICHHS 03HAK IIKIIJTHBIX
CKPHIITiB, MAKPOCiB 00 EKCIIONTIB.

CuctemMu aBTOMaTH30BaHOTO pearyBaHHs (Automated Investigation and
Response, AIR) BHKOHYIOTP KOpENALIIO  IHIUACHTIB, 130JIOIOTH
CKOMIIPOMETOBAHI JINCTH y MOLITOBHX CKPHHBKAX, 1HILIIOIOTH OJIOKYBaHHS
HeOe3MEeYHNX BIANPABHUKIB Ta BHABIAIOTH B3a€MOIIOB’S3aHi 3arpo3u y
MacuITabi Bciei opranizarii.

INoeqHaHHS TEXHOJOTIYHMX MEXaHI3MIB i3 MOJIITHKAMH JIOCTYIy Ta
HaBYaHHSIM KOPUCTYBadiB (opMye LiNICHY CHCTEMY HpOTHAIi (iIIUHTY.
BaxnuBe 3HauyeHHST Mae€ peryJIspHE OHOBJCHHsS IOLITOBHX IOJITHK,
MOJICIOBaHHS (DIIIMHTOBHAX aTaK, KOHTPOJb pEIyTallifHUX aTpUOyTiB
JIOMEHIB Ta 3acToCyBaHHs OaratoakTopHOi aBTCHTH(IKAIII.

Mertopomoris npotufii QimMHroBUM aTakaMm y cepemoBumii Microsoft
Defender for Office 365 rpyHryeTbcss Ha OaraTopiBHEBOMY aHali3i
SNEKTPOHHHX JIMCTIB, NOEJHAHHI CUTHATYPHHUX Ta IOBEHIHKOBHUX METOIB,
BHKOPHCTAaHHI MAaIllMHHOTO HABYaHHA Ta 130JLAMI{ MiO3PUTHMX €JIEMEHTIB y
cneuianizoBanux cepeposumiax. Texnosorii Safe Links ta Safe Attachments
JI03BOJISIFOTH BUSIBIISITH MPUXOBaHi popmu QinimHry Ta 0JI0OKYBaTH iX 10 TOTO,
SK BOHM CTAaHOBHUTUMYTb PH3MK JJsI KOpUCTyBaua. I[HTeNeKTyaibHi
MEXaHi3MH aBTOMAaTH30BAHOTO pearyBaHHs 3a0e3NedyloTh  LIBHIKE
YCYHCHHS IHIUICHTIB 1 MIiHIMI3alil0 HACHiIKiB atak. KOMILIEKCHICTh
MiAXOTy CTBOPIOE OCHOBY JJIS MiIBHIIECHHS KiOepcTiHKOCTI opraHizariitHol
momToBoi  1HQPACTPyKTypH Ta 3MEHIIYE WMOBIPHICTH  YCIINIHOT
KOMIIpOMeETaIlii KOPHCTYBadiB.
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