Cexkuis 3. TudopmartiiiHi cucTeMu Ta TEXHOJIOTIT
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THTETPAIIISA TEXHOJIOTTH BE3NEKHY IS MIIBUILEHHA
SAXUIMEHOCTI IOT-CUCTEM Y IOBYTOBOMY
CEPEJIOBHIII

CrpimMke 3pocTaHHS KimbkocTi loT-mpuerpoiB y moOyTOBHX Mepekax
CTBOPIOE HOBI BEKTOpH KibepaTak i MiIBUIIYyEe PU3UKH HECAaHKIIIOHOBAHOTO
JOCTYIly IO TEpCOHAJBHMX JaHUX KOPHUCTyBadiB. IcHyroui craHmaptn
6e3mekn, 30kpema ENISA, NIST ta OWASP, 31e6ibm10ro opieHTOBaHI Ha
KOPHOPAaTHBHUM CEKTOp, IO YCKJIAJHIOE iX 3acTOCYBaHHA B YMOBax
00MEeXEeHUX pecypciB MOOYTOBUX cHCTeM. ABTOpH chopMyBa iHTErpoOBaHy
MOJIeTIb Kibep3axucTy, sika BpaxoBye creliu(iky JOMAIIHbOTO CEpeIOBHIIA,
JUHAMIYHICTh MIiJKIOYCHb Ta SKOHOMIYHI aCHeKTH peaiizallii 0e3meqHoro
JKATTEBOTO LUKILY TPUCTPOIB.

MeroonoriuyHa OCHOBa JOCIIKEHHs BKIIOYAE CUCTEMHHUI MiAXin /0
ominku KibepcTiiikocTi loT-cucTteM, MOJCTIOBAaHHS TECTOBUX CEPEIOBHIIL
(honeypots, sandbox, digital twins), BUKOpPUCTaHHSI EMIIPUIHUX METO/IIB
MIePEeBIPKHU 3aXUCHUX MEXaHI3MiB i TOOYAOBY KiIbKICHIX METPHK 3a I’ ITbMa
JIOMEHaMHM: arapaTHa Oe3leka, MEpeKeBHH 3aXHCT, JKUTTEBHH IUKII,
MIPUBATHICTE 1 omepamiifHa CTiHKiCTh. Baromi koeQilieHTH UII KOKHOTO
JOMEHY [IO3BOJISAIOTH aJalTyBaTH OIIHKY IIiJi KOHKpPETHI CIeHapii —
KpUTHYHI 200 KOM(OPTHI IPUCTPOI.

3arnpornoHoBaHa MOJeNb MATPUMY€E yHI(IKOBaHHI MPOIEC TECTYBaHHS:
IHBEHTapH3allisi  NPHUCTPOiB, 0a30Be  CKaHyBaHHS  BPa3JIMBOCTEH,
(yHKIIOHAJIBHI Ta aTaKyl0ui TECTH, BUMIPIOBAHHS IOKa3HUKIB BiJIHOBJICHH:
(MTTR), netekiii iHIMACHTIB Ta e(heKTUBHOCTI KOHTP3ax0/1iB. Bepudikartis
3IICHIOETBCS Yepe3 MOBTOPHI EKCIIEPUMEHTH Ta KOPENSLII0 Pe3yJbTaTiB.
OcobnuBy  yBary  MpHUAUIGHO  €THYHUM  acleKTaM  IIPOBEICHHS
EKCIICPUMCHTIB, 3a0e3MeYeHHI0 KOH(DIIEHIIHHOCTI NTaHUX 1 JOTPUMaHHIO
NPUHIOUIIB  BiJMOBIAJIFHOTO  PO3KPHUTTS  Bpa3nuBocTel  (responsible
disclosure).

ExoHoMiuHa ckitazioBa JOCIHKEHHs 0a3yeThCsl HA MOEXHAHHI MOJIEIeH
Total Cost of Ownership (TCO) i Cost—Benefit Analysis, mo mae 3mory
OI[IHUTH €KOHOMIYHY JOIUIbHICTh 3axojiB Kibepsaxucry. IlependaueHo
BIIPOBA/DKEHHS MapKyBaHHS piBHA Oesmeku («security label»), ske
CTHUMYNIOE€ BUPOOHHKIB JI0 TPOJIOHTOBAHOI MIATPUMKH MPOAYKTIB 1
I/IBUILIEHHS T0BipH KopucTyBadiB. [lioTHe nocumimkenns Bkiodae 20—30
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MIPUCTPOIB IT'SITH THUIIB, OXOIUIIOE THUIOBI TONOJOTil JOMAIIHIX MEpex Ta
pizHi cueHapii aTak (brute-force, MITM, excruryaranist CVE, DDoS tomo).

Pesyneratn Basnigarmii MATBEPIKYIOTH BiJITBOPIOBaHICTh
3arponoHoBaHoi Meromoiyorii Ta ii e(peKTHUBHICTP y KiNbKiCHIH OLIHII
6esmeku loT-exocucreM. @DopMyBaHHS CTaHIAPTHU30BAHWX PEHTHHTIB
0e3leKn MPUCTPOIB CTBOPIOE IIEPEIYMOBH IJISI PO3BHUTKY DETYIATOPHHX
BUMOI, a BIJKPUTHH HAyKOBUI peEmo3uTOpid pe3ynbTaTiB 3abe3neuye
MIPO30PICTh 1 JOCTYIHICTh METOANKH JUISl TTOJANIBIINX JOCIIKEHb.

3ampornoHoBaHa KOMIUIEKCHa Mojenb 3axucty loT-mpuctpoiB y
moOyTOBOMY CEpEIOBHIII MOEAHYE TEXHIYHI, MOBEIIHKOBI Ta CKOHOMIiYHI
MiAXOMU J0 3a0e3MeUcHHS KiOepCTIMKOCTI. Ii ocHoBOIO € KijbKicHO-
OpIEHTOBaHa METOZOJIOTISl OLIHKK Oe3MeKH, L0 J03BOJIsE YHi(iKyBaTH
IpoIec TecTyBaHHS, (OPMYBAaTH TOPIBHAJIBHI PEUTHHTH MPUCTPOIB 1
PpO3pOOISATH TPAKTHYHI pPEeKOMEHHAIil Uil BHUPOOHWKIB, KOPHCTYBadiB 1
PETyISTOPHUX OpraHiB. BripoBamkeHHs 3a1pONOHOBAHOT MOZIEI CIIPUATHME
MiABUICHAIO KOH(INEHIIHOCTI, IUTICHOCTI Ta MOCTYHMHOCTI IaHUX ¥
moOyroBux loT-mepexax, a TakoXX pO3BUTKY CTaHOApPTIB 1 MOIITHK
KiOep3axucTy COKUBUNX TEXHOJOTIH.

Cnmcok BUKOPUCTAHMX JXKepes:

1. ENISA — Guidelines for Securing the Internet of Things (2020) doi:
10.2824/314452.

2. NIST - Cybersecurity for 10T / Consumer 10T Cybersecurity (SP-
cepis, 2022 i cymixkHi fokyMeHTH). EnexTponHe BunanHs. PexumM noctyrry:
https://www.nist.gov/itl/applied-cybersecurity/nist-cybersecurity-iot-
program.

3. OWASP - Internet of Things Project / IoT Top 10 Enextponne
Bujanus. Pexum gocrymy: https://owasp.org/www-project-internet-of-
things/

4. ITanoBuk VY. II., Kyrac C.A. IaTepHeT peueil Ui iHTEIEKTYalIbHOTO

nojirpagiuHoro BupoOHuuTBa. Ilomirpadis 1 BupaBHMua crpasa, Ne
1(87),2024, C. 61-74. URL.: https://doi.org/10.32403/0554-4866-2024-1-87-
61-74.
5. IanoBuk VY. II. KibGepOe3neka B TeNEKOMyHIKAI[IHHUX Mepekax Ta
cucremax. HaykoBi 3ammcku, Ne 1(68), 2024, C. 122-135.
URL: https://doi.org/10.32403/1998-6912-2024-1-68-122-135
7. INanoBuk Y. I1. CrangapTuzalisi iHTEpHETY pedei: cydacHU# CTaH Ta
NepcrieKTHBH po3BUTKY. Ilosirpadis i BupaBHu4a crnpasa. 2023. Ne 1 (85).
C. 51-64. URL: https://doi.org/10.32403/0554-4866-2023-1-85-51-64.

94


https://www.nist.gov/itl/applied-cybersecurity/nist-cybersecurity-iot-program
https://www.nist.gov/itl/applied-cybersecurity/nist-cybersecurity-iot-program
https://doi.org/10.32403/0554-4866-2024-1-87-61-74
https://doi.org/10.32403/0554-4866-2024-1-87-61-74
https://doi.org/10.32403/1998-6912-2024-1-68-122-135
https://doi.org/10.32403/1998-6912-2024-1-68-122-135
https://doi.org/10.32403/0554-4866-2023-1-85-51-64

